
Privacy Policy 
User Accounts 
The Westminster Police Department mobile application does not allow users to create an account on 

the application. Application administrators may create accounts for specific users, but this is limited to 

staff of the Westminster Police Department and is not available to the general public. 

User Data: Statistics 
Application administrators can view summary data, which is included but not limited to: 

• Number of application downloads 

• Versions being downloaded (i.e. Apple, Android, Web) 

• Number of times application is launched 

The mobile application does not collect any information which can identify a specific device. 

User Data: Personal Data 
This application does connect users with other third party applications, such as online reporting, 

Facebook, Twitter, YouTube and others. The User assumes responsibility for the Personal Data used and 

provided to these third party applications.  

The application does store the following Personal Data for employees of the Westminster Police 

Department, whom the agency has created a user account for: 

• Agency email address 

• First and last name 

As outlined under the User Accounts section, the application does not allow members of the public to 

create a user account. For this reason, the application does not collect or store any personal data for 

members of the public. 

Changes to this privacy policy  
The Data Controller reserves the right to make changes to this privacy policy at any time by giving notice 

to its Users on this page. It is strongly recommended to check this page often, referring to the date of 

the last modification listed at the bottom. If a User objects to any of the changes to the Policy, the User 

must cease using this Application and can request that the Data Controller erase the Personal Data. 

Unless stated otherwise, the then-current privacy policy applies to all Personal Data the Data Controller 

has about Users.  

Information from the use of our Applications  
When you use our mobile apps, we may collect certain information in addition to information described 

elsewhere in this Policy. For example, we may collect information about the type of device and 

operating system you use. We may ask you if you want to receive push notifications about activity in 

your account. If you have opted in to these notifications and no longer want to receive them, you may 

turn them off through your operating system. We may ask for, access or track location-based 

information from your mobile device so that you can test location-based features offered by the 

Services or to receive targeted push notifications based on your location. If you have opted in to share 



those location-based information, and no longer want to share them, you may turn sharing off through 

your operating system. We may use mobile analytics software (such as crashlytics.com) to better 

understand how people use our application. We may collect information about how often you use the 

application and other performance data.  

Definitions and legal references  
Personal Data (or Data)  

Any information regarding a natural person, a legal person, an institution or an association, which is, or 

can be, identified, even indirectly, by reference to any other information, including a personal 

identification number. Usage Data Information collected automatically from this Application (or third 

party services employed in this Application ), which can include: the IP addresses or domain names of 

the computers utilized by the Users who use this Application, the URI addresses (Uniform Resource 

Identifier), the time of the request, the method utilized to submit the request to the server, the size of 

the file received in response, the numerical code indicating the status of the server's answer (successful 

outcome, error, etc.), the country of origin, the features of the browser and the operating system 

utilized by the User, the various time details per visit (e.g., the time spent on each page within the 

Application) and the details about the path followed within the Application with special reference to the 

sequence of pages visited, and other parameters about the device operating system and/or the User's IT 

environment.  

User  
The individual using this Application, which must coincide with or be authorized by the Data Subject, to 

whom the Personal Data refer.  

Data Subject  
The legal or natural person to whom the Personal Data refers to.  

Data Processor (or Data Supervisor)  
The natural person, legal person, public administration or any other body, association or organization 

authorized by the Data Controller to process the Personal Data in compliance with this privacy policy. 

Data Controller (or Owner) The natural person, legal person, public administration or any other body, 

association or organization with the right, also jointly with another Data Controller, to make decisions 

regarding the purposes, and the methods of processing of Personal Data and the means used, including 

the security measures concerning the operation and use of this Application. The Data Controller, unless 

otherwise specified, is the Owner of this Application. This Application The hardware or software tool by 

which the Personal Data of the User is collected. Cookie Small piece of data stored in the User's device. 


